


Organisation de la sécurité physique des personnes accédant à la salle VirtualData. 
(proposition des informaticiens inscrits sur la liste P2IO-VIRTUALDATA-L) 

La salle VirtualData, située  au bâtiment 206 de l’université Paris-Sud, ne comprend aucun bureau,  et se trouve donc relativement isolée. Les besoins d’accéder physiquement à la  salle mutualisée VirtualData sont limités, les ressources informatiques étant en général gérées à distance via des accès réseau. Toutefois il existe des cas où un accès physique est nécessaire. 
En accord avec la note du CNRS du 30 juin 2010 concernant le travail isolé et le règlement intérieur relatif au travail isolé adopté le 24/09/2007 par le CA de l’université de Paris-sud, il appartient aux directeurs d’unités de mettre en œuvre une organisation du travail et une surveillance adaptée pour prévenir les situations de travail isolé dans la salle VirtualData du bâtiment 206.
Ce document se propose de lister les équipements en place et les procédures à respecter pour que les accès à la salle VirtualData s’effectuent dans des conditions de sécurité suffisantes pour les personnels. Le respect des procédures concerne évidemment l’ensemble des personnels, informaticiens ou pas, qui accèdent à la salle.
1. Equipements de sécurité de la salle et moyens d’accès:

a) Equipement de sécurité des personnes :
La salle est équipée d’un téléphone repéré et mobile, ainsi que d’étiquettes Hygiène et sécurité rappelant les différents numéros de téléphone d’urgence du campus.
b) Equipement de sécurité de la salle :
La salle est équipée d’étiquette comportant la liste des personnes à contacter en cas de problème lié à l’infrastructure LAL (électricité, eau, etc…) et à l’infrastructure informatique P2IO. (à valider)
c) Moyens d’accès physique par les personnes, au sein de P2IO, en charge de la gestion des infrastructures  de cette salle :
 Des clés du bâtiment sont détenues par le service infrastructure du LAL.
d) Moyens d’accès physique par les informaticiens en charge des ressources informatiques hébergées dans la salle :
L’accès à la salle se fait par le système de badge du contrôle d’accès du LAL.  Une liste précise des personnes autorisées à accéder à la salle est fournie au LAL par chaque laboratoire concerné. Les badges sont nominatifs et ne peuvent en aucun cas être prêtés.  A priori, et sauf besoin particulier, ils ne donnent accès, pour les personnes non LAL, qu’à la salle 206. 

2. Accès à la salle :
a) Dans la plage horaire inscrite à son règlement intérieur du laboratoire:
[bookmark: _GoBack] Toute intervention d’un agent doit se faire obligatoirement à deux personnes (pas nécessairement du même laboratoire).  

b) En dehors des heures ouvrables :
Un accès différencié par badge doit être fait (à la demande des laboratoires)  pour les agents autorisés par leur directeur à intervenir en dehors des horaires de travail. La liste des agents autorisés à intervenir est communiquée à l’université.
Si une intervention dans la salle est jugée nécessaire, elle ne peut se faire qu’après discussion et accord sur la nécessité de l’intervention, entre au moins 2 personnes concernées (par téléphone par ex). 
L’intervention ne doit pas, dans la mesure du possible, dépasser une heure.
L’agent se présente au poste de garde de l’université où il signale qu’il intervient au bâtiment 206. Le poste de garde vérifie que la personne est autorisée à intervenir et si c’est le cas lui prête un DATI pour lequel elle assure le suivi durant toute l’intervention. A la fin de l’intervention l’agent signale au poste de garde qu’il a terminé et rend le DATI.
Enfin l’agent signale au collègue sollicité au départ sur le bien-fondé de l’intervention que cette dernière est terminée.
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